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OfficeScan agent attempted to run an executable with an incorrect hash value. The process was stopped. Verify the
integrity of the file and try again

Failed to check package integrity

OfficeScan agent attempted to run an executable not signed by the expected issuer \"%s\". The process was
stopped. Verify the integrity of the file and try again (%s)

OfficeScan agent attempted to load a library with an incorrect hash value. The process was stopped. Verify the
integrity of the library and try again (%s).

[%d %d/%d %02d:%02d:%02d] %s update pattern %s %s successfully.

[%d %d/%d %02d:%02d:%02d] %s update pattern %s %s failed.

[%d %d/%d %02d:%02d:%02d] Unable to update. The program version contains known vulnerabilities. Update
aborted.

[%d %d/%d %02d:%02d:%02d] %s found invalid file in %s, abort the pattern update.

Driver: %S\nThis system file is unknown.

Driver: %S\nThis system file is good.

Driver: %S\nThis system file is dangerous.

Driver: %S\nThis system file is dangerous, but required to start Windows.

Unable to update. The program version contains known vulnerabilities. Update aborted.

%s was under file-locking attck by process %s

%s was under file-locking attck by process ID %d

Unable to perform endpoint isolation policy because OfficeScan server has installed on host computer.

Unable to move the client to the following server: %s. The move function is currently disabled on the client.

Unable to move the client to the following server: %s. The move function is currently disabled on the client due to
endpoint isolation.

Apex One NT Listener Service is started.

Apex One NT Proxy Service is stopped.

Apex One NT Listener Service is stopped.

Security Agent move triggered. Target server: %s; Port: %d

Apex One NT Proxy Service is started.

The OfficeScan agent was unable to apply a setting due to a mismatched certificate request from its managing
OfficeScan server.

Apex One NT Firewall Service is started.

Apex One NT Firewall Service is stopped.

[tmdDownloadFile] Unable to update. The program version contains known vulnerabilities. Update aborted.

Deny access to file

Deny access to Packed File %s (virus name: %s).

Import custom defense list failed.

File Self-Protection delete invalid file

Apex One NT RealTime Scan Service is started.

Apex One NT RealTime Scan Service is stopped.

File Self-Protection delete invalid file %s

Process was terminated in unusual way.

Security Agent received uninstallation command from server.
Security Agent uninstallation attempted. User: %s

The OfficeScan agent was unable to retrieve server data due to a mismatched certificate request from its managing
OfficeScan server.

%s mutex has been created.



DLP violation event

The Apex One Security Agent was unable to retrieve server data due to a mismatched certificate request from its
managing Apex One server.

The Apex One Security Agent was unable to apply a setting due to a mismatched certificate request from its
managing Apex One server.

Security Agent uninstallation attempted. User: %s

Security Agent received uninstallation command from server.

Common uninstall tool executed on Security Agent. User: %s

Security Agent move using ipXfer tool attempted.\nUser: %s\nTarget server: %s\nHTTP port: %d\nHTTPS port: %d

Security Agent move triggered. Target server: %s; Port: %s

Unable to add the following unsigned file to the Trusted Program list: %s
StartServiceCtrIDispatcher failed with %errorcode
RegisterServiceCtrlHandler failed with %errorcode

Failed to check package integrity.



